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1	Decision/action requested
This contribution proposes a conclusion for PARLOS.
2	References
[1]	TR 33.815 Study on Security Aspects of PARLOS	
3	Rationale
As solution#1 does not address active attacks, the extra complexity of using public key cryptography to secure the RLOS connection is not justified. Hence it is proposed that solution #2 is chosen as the basis for normative work.
To mitigate the risk of UE selecting an unauthorized network to make a RLOS call, it is proposed that the UEs supporting RLOS implement UE specific authorization mechanism(s) for initating an unauthenticated RLOS call.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR [1].

***** START OF CHANGES *****
It is concluded that solution #2 is chosen as the way forward for normative work. 
To mitigate the risk of UE selecting an unauthorized network to make a RLOS call, it is concluded that the UEs supporting RLOS should implement UE specific authorization mechanism(s) for initating an unauthenticated RLOS call.


***** END OF CHANGES *****
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